US009098716B2

a2 United States Patent

(10) Patent No.: US 9,098,716 B2

Otake et al. (45) Date of Patent: *Aug. 4, 2015
(54) AUTHENTICATION SYSTEM FOR (52) US.CL
INSTRUCTION PROCESSING APPARATUS, CPC ........ GO6F 21/608 (2013.01); GO6F 21/6218
IMAGE FORMING APPARATUS, (2013.01); GO6F 2221/2113 (2013.01); GO6F
AUTHENTICATION CONTROL METHOD, 222172141 (2013.01)
AND AUTHENTICATION CONTROL (58) Field of Classification Search
PROGRAM CPC o GOG6F 21/31
See application file for complete search history.
(75) Inventors: Toshihiko Otake, Nishinomiya (JP); .
Daisuke Sakiyama, Maizuru (IP); (56) References Cited
Takanobu Kuge, Itami (JP); Hideyuki
Matsuda, Suita (IP) U.S. PATENT DOCUMENTS
. 5,936,543 A 8/1999 Matsumoto
(73) Assignee: KONICA MINOLTA BUSINESS 5,999,766 A 12/1999 Hisatomi et al.
TECHNOLOGIES, INC., Chiyoda-Ku, :
Tokyo (JP) (Continued)
(*) Notice: Subject to any disclaimer, the term of this FOREIGN PATENT DOCUMENTS
patent is extended or adjusted under 35 TP 2000-224161 A 8/2000
U.S.C. 154(b) by O days. JP 2001-312380 A 11/2001
This patent is subject to a terminal dis- (Continued)
claimer. OTHER PUBLICATIONS
(21) Appl. No.: 13/238,539 Andrei Oliverira da Silva et al., Providing Printing Web Services,
IEEE, 2002, pp. 17-21.%
(22) Filed: Sep. 21, 2011 (Continued)
(65) Prior Publication Data Primary Examiner — Luu Pham
US 2012/0011585 Al Jan. 12, 2012 Assistant Examiner — Canh Le
(74) Attorney, Agent, or Firm — Buchanan Ingersoll &
Rooney PC
Related U.S. Application Data
(62) Division of application No. 11/019,400, filed on Dec. 67 ABSTRACT
23, 2004, now Pat. No. 8,056,126. An authentication system for an instruction processing appa-
ratus includes first and second authentication portions each
30) Foreign Application Priority Data for performing user authentication at the time of using the
instruction processing apparatus, and a controller which
Sep. 21,2004 (JP) ceoevviveiiiiiceee, 2004-273891 makes the first authentication portion execute the user authen-
tication and switches from the first authentication portion to
(51) Int.CL the second authentication portion when the user authentica-
GOG6F 7/04 (2006.01) tion by the first authentication portion cannot be established.
GO6F 21/60 (2013.01)
GO6F 21/62 (2013.01) 7 Claims, 12 Drawing Sheets

instruction
issuing
apparatus

5 3
MFP 11 12 ;
/
/
i Second '”J\ B First
R;g%gwg authentication . authentication
portion -t apparatus
13 14
Processing
execution Controller
portion
F Y
14
a5
[
Processing

-2




US 9,098,716 B2
Page 2

(56)

6,425,085
6,466,781
6,498,912
6,535,297
6,709,081
7,117,493
7,131,000
7,171,379
7,200,754
7,280,238
7,436,552
2003/0152231
2003/0233437
2004/0128532
2004/0177272
2005/0044200

References Cited

U.S. PATENT DOCUMENTS

B2

7/2002
10/2002
12/2002

3/2003

3/2004
10/2006
10/2006

1/2007

4/2007
10/2007
10/2008

8/2003
12/2003

7/2004

9/2004

2/2005

Hashikura
Bromba et al.
Leni et al.
Steele et al.
Ishinaga et al.
Matsushima
Bradee
Menninger et al.
Walters
Akiyoshi
Nozato
Tomita et al.

Kitadaetal. ...........
Ohishi et al. ...........

Walters
Aritomi

....... 709/223
....... 713/200

2005/0044248 Al
2006/0056666 Al
2008/0093446 Al

2/2005 Mihira et al.
3/2006 Mizutani et al.
4/2008 Tomita et al.

FOREIGN PATENT DOCUMENTS

P 2003-107966 A
P 2003-132029 A
P 2003-167854 A
71173 P 2003-288323 A 10/2003
P 2003323411 A 11/2003

OTHER PUBLICATIONS

4/2003
5/2003
6/2003

Darren Cassidy, Network printing security—getting to grips with the
multifunction device, Network Security, Feb. 2006, pp. 19-20.*
Takuya Honda et al., “Management System and Management Device
Used Therefore” translated by the MCelroy Translation Company,
Feb. 2008, pp. 1-22 (JP 2003-107966).

358/1.14

709/223 * cited by examiner



US 9,098,716 B2

3

/

U.S. Patent Aug. 4, 2015 Sheet 1 of 12
1
MFP 11 12
. Second ,’”{\
Reg?tri(ilr?g authentication P
P portion - ‘\‘,’
13 14
Processing
execution Controller
portion
|4
Processing
instruction | -2
issuing
apparatus

FIG.1

First
authentication
apparatus




US 9,098,716 B2

Sheet 2 of 12

Aug. 4, 2015

U.S. Patent

(ss9| (uuyg (i Quuyy (g mww%m% ,,.w
10 $199US 0T) Jaddn ou) Jaddn ou) | toddn ou) | Joddn ou) | wodoge@ppp | ©43ADY DPPPPpP JUBLILE a%u o)
pezZLoyINY pazZLIouINy pazUoUINY | paziuoyiny | pazuouiny Buidoprep g
SS9 10 (ss9] 10 (eai0dwe)
(393Us 0) (33us 0) (393ys 0) (
S199US (07) | SI93YUS 07) | WO0Dqe®I0 | YYVYYY |  POpopd | Jusuwidedsp | p
pazioyIneup | PIZIOUINRUN | pazioyaneun pazLOWNY | pezuounY Buidofenap
(ss9) (ss9] Gy (i Qg (evho|dwiv)
10 s1@8Ys Q7) | 10 s198Us 01) Jaddn ou) | Jaddn ou) | Jaddn ou) | wodDge®qaq | Dgrg0d qqqaqq | juswuedsp | g
pazuoyny pazuoyiny pazZiouyIny | paziioyiny | pazuouyany Buidoprsp v
@iy Giuy Gy Quy (i (sahojdwa)
Jaddn ou) Jaddn ou) Jaddn ou) | Jaddn ou) | Jaddn ou) | wodDge@eRE | I40DGY Jepoqe | uswpedsp 2]
pazZIoUINY pozZiouIny PRZIIOYINY | PaZLIOYINY | pazuoyiny Buidojpnap v
Xy jlew-3 914-01-UBdg Ado)y ULd ssalppe | plomssed sweu
SUORDMISa) [BUORDUN lew-3 | |eulajur plomssed | Jusunedsq 1asn




U.S. Patent

Aug. 4, 2015

Sheet 3 of 12

©Print
) . Functional restrictions added to the
Target First authentication result first authentication result
Authorized (no limit) Authorized (100 sheets of less)
Employee Authorized (50 sheets of less) | Authorized (30 sheets of less)

Authorized (10 sheets of less)

Authorized (5 sheets of less)

Temporary employee

Authorized (no limit)

Authorized (100 sheets of less)

Authorized (50 sheets of less)

Authorized (30 sheets of less)

Authorized (10 sheets of less)

Authorized (5 sheets of less)

©Copy

Target . _— Functional restrictions added to the
First authentication result B first authentication result
Authorized (no limit) Authorized (50 sheets of less)

Employee Authorized (50 sheets of less) | Authorized (10 sheets of less)

Authorized (10 sheets of less)

Authorized (5 sheets of less)

Temporary employee

Authorized (no limit)

Autharized (10 sheets of less)

Authorized (50 sheets of less)

Authorized (5 sheets of less)

Authorized (10 sheets of less)

Unauthorized (0 sheet)

©Scan-to-file
Target First authentication result Functional rgstrl.ct[ons added to the
first authentication result
Authorized (no limit) Authorized (30 sheets of less)
Employee Authorized (50 sheets of less) | Authorized (10 sheets of less)

Authorized (10 sheets of less)

Authorized (5 sheets of less)

Temporary employee

Autharized (no limit)

Unauthorized (0 sheet)

Authorized (50 sheets of less)

Unauthorized (0 sheet)

Authorized (10 sheets of less)

Unauthorized (0 sheet)

OE-mail
Target ' o Functional restrictions added to the
First authentication result first authentication result
Authorized (no limit) | Authorized (10 sheets of less)
Employee Authorized (50 sheets of less) | Authorized (5 sheets of less)

Authorized (10 sheets of less)

Unauthorized (0 sheet)

Temporary employee

Authorized (no limit)

Unauthorized (0 sheet)

Authorized (50 sheets of less)

Unauthorized (0 sheet)

Authorized (10 sheets of less)

Unauthorized (0 sheet)

OFAX
Target First authentication result Functional restrictions added to the
first authentication result
 Authorized (no limit) Unauthorized (0 sheet)
Employee Authorized (50 sheets of less) | Unauthorized (0 sheet)

Authorized (10 sheets of less)

Unauthorized (0 sheet)

Temporary employee

Authorized (no limit)

Unauthorized (0 sheet)

Authorized (50 sheets of less)

Unauthorized (0 sheet)

Authorized (10 sheets of less)

Unauthorized (0 sheet)

US 9,098,716 B2
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©Print
. o Functional restrictions to be used at
Target History the second authentication portion
Authorized (no limit) Authorized (50 sheets of less)
Employee Authorized (50 sheets of less) | Authorized (20 sheets of less)

Authorized (1.0 sheets of less)

Authorized (5 sheets of less)

Temporary employee

Authorized (no limit)

Authorized (10 sheets of less)

Authorized (50 sheets of less)

Authorized (5 sheets of less)

Authorized (10 sheets of less)

Authorized (5 sheeis of less)

©OCopy , ; -
Target History Functional restrictions to be used at
the second authentication portion
Authorized (no limit) Authorized (30 sheets of less)
Employee Authorized (50 sheets of less) | Authorized (5 sheets of less)

Authorized (10 sheets of less)

Unauthorized (0 sheets of less)

Temporary employee

Authorized (no limit)

Autharized (10 sheets of less)

Authorized (50 sheets of less)

Autharized (5 sheets of less)

Authorized (10 sheets of less)

Unauthorized (0 sheet)

©Scan-to-file

Functional restrictions to be used at
the second authentication portion

Target History
Authorized (no limit) Authorized (5 sheets of less)
Employee Authorized (50 sheets of less)

Unauthorized (0 sheet)

Authorized (10 sheets of less)

Unauthorized (0 sheet)

Temporary employee

Authorized (no limit)

Unauthorized (0 sheet)

Authorized (50 sheets of less)

Unauthorized (0 sheet)

Authorized (10 sheets of less)

Unauthorized (0 sheet)

©E-mail
Target Histo Functional restrictions to be used at
Y the second authentication portion
Authorized (no limit) Authorized (5 sheets of less)
Employee Authorized (50 sheets of less) | Unauthorized (0 sheet)

Authorized (5 sheets of less)

Unauthorized (0 sheet)

Temporary employee

Authorized (no limit)

Unauthorized (0 sheet)

Authorized (50 sheets of less)

Unauthorized (0 sheet)

Authorized (5 sheets of less)

Unauthorized (0 sheet)

OFAX
Target Histo Functional restrictions to be used at
v the second authentication portion
| Authorized (no limit) Unauthorized (0 sheet)
Employee Authorized (50 sheets of less) | Unauthorized (0 sheet)

Authorized (10 sheets of less)

Unauthorized (0 sheet)

Temporary employee

Authorized (no limit)

Unauthorized (0 sheet)

Authorized (50 sheets of less)

Unauthorized (0 sheet)

Authorized (10 sheets of less)

Unauthorized (0 sheet)

FiG. 6
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©OPrint
Taraet Histo Functional restrictions to be used
J Y after the 2" authentication portion
Authorized (no limit) Authorized (30 sheets of less)
Employee Authorized (50 sheets of less) | Authorized (5 sheets of less)

Authorized (10 sheets of less)

Unauthorized (0 sheet)

Temporary employee

Authorized (no limit)

Authorized (5 sheets of less)

Authorized (50 sheets of less)

Unauthorized (0 sheet)

Authorized (10 sheets of less)

Unauthorized (0 sheet)

©Copy
Target Histo Functional restrictions to be used
Y after the 2™ authentication portion
Authorized (no limit) Authorized (5 sheets of less)
Employee Authorized (50 sheets of less) | Unauthorized (0 sheet)

Authorized (10 sheets of less)

Unauthorized (0 sheet)

Temporary employee

Authorized (no limit)

Unauthorized (0 sheet)

Authorized (50 sheets of less)

Unauthorized (0 sheet)

Authorized (10 sheets of less)

Unauthorized (0 sheet)

©Scan-to-file

Target Histor Functional restrictions to be used
Y after the 2™ authentication portion
Authorized (no limit) Unauthorized (0 sheet)
Employee | Authorized (50 sheets of less) | Unauthorized (0 sheet)

Authorized (10 sheets of less)

Unauthorized (0 sheet)

Temporary employee

Autherized (no limit)

Unauthorized (0 sheet)

Authorized (50 sheets of less)

Unauthorized (0 sheet)

Authorized (10 sheets of less)

Unauthorized (0 sheet)

©E-mail
Target Histo Functional restrictions to be used
Y after the 2™ authentication portion
Authorized (no limit) Unauthorized (0 sheet)
Employee Authorized (50 sheets of tess) | Unauthorized (0 sheet)

Authorized (5 sheets of less)

Unauthorized (0 sheet)

Temporary employee

Authorized (no limit)

Unauthorized (0 sheet)

Authorized (50 sheets of less)

Unauthorized (0 sheet)

Authorized (5 sheets of less)

Unauthorized (0 sheet)

OFAX
Target Histo Functional restrictions to be used
Y after the 2™ authentication portion
Authorized (no limit) Unauthorized (0 sheet)
Employee Authorized (50 sheets of less) | Unauthorized (0 sheet)

Authorized (10 sheets of less)

Unauthorized (0 sheet)

Temporary employee

Authorized (no limit)

Unauthorized (0 sheet)

Authorized (50 sheets of less)

Unauthorized (0 sheet)

Authorized (10 sheets of less) |

Unauthorized (0 sheet)

FI
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1
AUTHENTICATION SYSTEM FOR
INSTRUCTION PROCESSING APPARATUS,
IMAGE FORMING APPARATUS,
AUTHENTICATION CONTROL METHOD,
AND AUTHENTICATION CONTROL
PROGRAM

This application is a Divisional Application of U.S. appli-
cation Ser. No. 11/019,400, filed Dec. 23, 2004, which claims
priority under 35 U.S.C. §119 to Japanese Patent Application
No. 2004-273891 filed on Sep. 21, 2004, the entire disclosure
of which are incorporated herein by reference in their entire-
ties.

BACKGROUND OF THE INVENTION

1. Field of the Invention

The present invention relates to an authentication system
for instruction processing apparatuses equipped with authen-
tication means for executing user authentication at the time of
using instruction processing apparatuses such as image form-
ing apparatuses. It also relates to an image forming apparatus,
an authentication control method and an authentication con-
trol program for use in the authentication system.

2. Description of the Related Art

The following description sets forth the inventor’s knowl-
edge of related art and problems therein and should not be
construed as an admission of knowledge in the prior art.

Inrecent instruction processing apparatuses, such as MFPs
(Multi Function Peripherals), for use in companies or offices,
it has become popular to provide authentication functions.
This arises from the necessity of strengthening user adminis-
tration so as to protect the securities of MFPs since a number
of users input, output or store images in MFPs and also to
prevent a harmful influence to external terminals due to user’s
invalid operations since MFPs are connected to external ter-
minals via a network to exchange images.

A method for realizing such authentication function is
known. In this method, authorized user information is regis-
tered in an apparatus main body in advance like a department
administration and the user information is compared with
user information inputted at the time of using the apparatus.

In this method, however, the authentication can be per-
formed only at the apparatus. Under the circumstances, in
recent years, it becomes common to connect an authentica-
tion server to these apparatuses via a network so that authen-
tication can be performed at any image forming apparatus
installed in offices. In this system, the authentication server
authenticates when a user such as an employee uses a MFP
and the like, and authorization for the use of the apparatus is
issued to the user within authorized limits on a plurality of
functions of the MFP when the authentication is established.

Conventionally, as disclosed in Japanese Unexamined
Laid-open Patent Publication No. 2001-312380, another
technique is known. According to the technique, for example,
a print restriction server is connected to a printer which is an
instruction processing apparatus via a network so that the
print restriction server performs user authentication. As a
result of the user authentication, if it is recognized that the
user is a registered user, the server transfers the print job and
the server address to the printer so that the printer allows the
printing when the obtained server address coincides with a
registered server address.

In the technique disclosed in the aforementioned publica-
tion, however, in cases where the user authentication cannot
be performed due to an error, such as a network failure,
occurred between the printer and the authentication server
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2

(print restriction server), there is a problem that the printer
cannot be used even if the user is an authorized user.

Authentication via an authentication server enables
detailed user restrictions against complicated high-perfor-
mance instruction processing apparatuses such as MFPs.
Therefore, as for a function of transmitting image data to an
outside connected to a network, e.g., a function of transmit-
ting image data after scanning an original document, it is
possible to restrict the data amount and/or destination in
detail every user. However, for a user who uses the apparatus
to make a small amount of copies, although strict security
protection and/or copy number administration are not neces-
sary, the user is required to access the authentication server
every time the user uses the apparatus, which makes the user
to feel bothersome.

The description herein of advantages and disadvantages of
various features, embodiments, methods, and apparatus dis-
closed in other publications is in no way intended to limit the
present invention. Indeed, certain features of the invention
may be capable of overcoming certain disadvantages, while
still retaining some or all of the features, embodiments, meth-
ods, and apparatus disclosed therein.

SUMMARY OF THE INVENTION

The preferred embodiments of the present invention have
been developed in view of the above-mentioned and/or other
problems in the related art. The preferred embodiments of the
present invention can significantly improve upon existing
methods and/or apparatuses.

Among other potential advantages, some embodiments
can provide an authentication system for an instruction pro-
cessing apparatus, capable of performing user authentication
by a secondary authentication means even in cases where the
user authentication cannot be performed due to network fail-
ure or another reason and also capable of enhancing user-
friendliness.

Among other potential advantages, some embodiments
can provide an image forming apparatus for use in the afore-
mentioned authentication system.

Among other potential advantages, some embodiments
can provide an authentication control method capable of per-
forming user authentication by a secondary authentication
means even in cases where the user authentication cannot be
performed due to network failure or another reason and also
capable of enhancing user-friendliness.

Among other potential advantages, some embodiments
can provide an authentication control program for making a
computer execute the aforementioned authentication control
program.

According to a first aspect of the preferred embodiment of
the present invention, an authentication system for an instruc-
tion processing apparatus, includes:

first and second authentication portions each for perform-
ing user authentication at the time of using the instruction
processing apparatus; and

a controller which makes the first authentication portion
execute the user authentication and switches the first authen-
tication portion to the second authentication portion when the
user authentication by the first authentication portion cannot
be established.

According to a second aspect of the preferred embodiment
of the present invention, an authentication system for an
instruction processing apparatus, the authentication system,
includes:
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first and second authentication portions each for perform-
ing user authentication at the time of using the instruction
processing apparatus; and

acontroller which adds restrictions to processing functions
of'the instruction processing apparatus based on which of the
first authentication portion and the second authentication por-
tion performed the use authentication.

According to a third aspect of the preferred embodiment of
the present invention, an image forming apparatus includes a
controller which makes a first authentication portion execute
user authentication at the time of using the image forming
apparatus and switches from the first authentication portionto
a second authentication portion when the user authentication
cannot be established.

According to a fourth aspect of the preferred embodiment
of'the present invention, an image forming apparatus includes
a controller which adds restrictions to processing functions of
the image forming apparatus based on which of the first
authentication portion and the second authentication portion
performed the user authentication at the time of using the
image forming apparatus.

According to a fifth aspect of the preferred embodiment of
the present invention, an image forming apparatus includes a
controller for selecting whether user authentication at the
time of using the image forming apparatus is to be performed
by a first authentication portion mounted in an apparatus main
body or the user authentication is to be performed by an
external second authentication portion connected to the appa-
ratus main body via a network.

According to a sixth aspect of the preferred embodiment of
the present invention, an authentication control method
includes the steps of:

making a first authentication portion execute authentica-
tion at the time of use of an instruction processing apparatus
by a user; and

making a second authentication portion execute the
authentication by switching from the first authentication por-
tion to the second authentication portion when the authenti-
cation cannot be established by the first authentication por-
tion.

According to a seventh aspect of the preferred embodiment
of the present invention, an authentication control method
includes the steps of:

discriminating which of a first authentication portion and a
second authentication portion performed authentication at the
time of use of an instruction processing apparatus by a user;
and

adding restrictions to processing functions of the instruc-
tion processing apparatus based on the discrimination result.

According to an eighth aspect of the preferred embodiment
of the present invention, an authentication control method
includes a step of selecting whether user authentication at the
time of using the image forming apparatus is to be performed
by a first authentication portion mounted in an apparatus main
body or the user authentication is to be performed by an
external second authentication portion connected to the appa-
ratus main body via a network.

According to aninth aspect of the preferred embodiment of
the present invention, an authentication control program
makes a computer execute the steps including:

making a first authentication portion execute authentica-
tion at the time of use of an instruction processing apparatus
by a user; and

making a second authentication portion execute the
authentication when the authentication cannot be established
by the first authentication portion.

15

20

25

30

40

45

55

4

According to a tenth aspect of the preferred embodiment of
the present invention, an authentication control program
makes a computer execute the steps including:

discriminating which of the first authentication portion and
the second authentication portion performed authentication at
the time of use of an instruction processing apparatus by a
user; and

adding restrictions to processing functions of the instruc-
tion processing apparatus based on the discrimination result.

The above and/or other aspects, features and/or advantages
of'various embodiments will be further appreciated in view of
the following description in conjunction with the accompa-
nying figures. Various embodiments can include and/or
exclude different aspects, features and/or advantages where
applicable. In addition, various embodiments can combine
one or more aspect or feature of other embodiments where
applicable. The descriptions of aspects, features and/or
advantages of particular embodiments should not be con-
strued as limiting other embodiments or the claims.

BRIEF DESCRIPTION OF THE DRAWINGS

The preferred embodiments of the present invention are
shown by way of example, and not limitation, in the accom-
panying figures, in which:

FIG. 1 is a block diagram showing an image forming sys-
tem to which an authentication system for an image forming
apparatus according to an embodiment of the present inven-
tion is applied;

FIG. 2 is a table showing authorized limits of each user in
a first authentication apparatus;

FIG. 3 is a conversion table for adding functional restric-
tions when an authentication result cannot be recorded after
authentication by a first authentication apparatus;

FIG. 4 is a table showing authorized limits of each user to
be set using the conversion table shown in FIG. 3;

FIG. 5 is a table showing history of authentication results
recorded in a recording portion;

FIG. 6 is a conversion table for adding functional restric-
tions based on the history shown in FIG. 5 when an authen-
tication result cannot be recorded after authentication by a
second authentication portion;

FIG. 7 is a table showing authorized limits of each user set
using the conversion table shown in FIG. 6;

FIG. 8 is a conversion table for adding functional restric-
tions based on the history shown in FIG. 5 when it was
impossible to record an authentication result cannot be
recorded by the second authentication portion;

FIG. 9 is a table showing authorized limits of each user set
using the conversion table shown in FIG. 8;

FIG. 10 is a flowchart showing a process flow of a MFP;

FIG. 11 is a flowchart showing a process flow in the first
authentication apparatus; and

FIG. 12 is a flowchart showing a process flow in the second
authentication apparatus.

DETAILED DESCRIPTION OF THE PREFERRED
EMBODIMENTS

In the following paragraphs, some preferred embodiments
of'the invention will be described by way of example and not
limitation. It should be understood based on this disclosure
that various other modifications can be made by those in the
art based on these illustrated embodiments.

FIG. 1 is a block diagram showing an image forming sys-
tem to which an authentication system according to an
embodiment of the present invention is applied.
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As shown in FIG. 1, the image forming system is provided
with a MFP 1 which is an image forming apparatus as an
instruction processing apparatus, a processing instruction
issuing apparatus 2, and a first authentication apparatus 3.

The MFP 1 is provided with a recording portion 11, a
second authentication portion 12, a processing execution por-
tion 13, and a controller 14.

The recording portion 11 is used to record authentication
results as a history every user, and is comprised of a readable
memory. In this recording portion 11, a conversion table to be
used at the time of adding any restriction to the processing
functions of the MFP 1 based on authentication results is also
recorded. The conversion table will be detailed later.

The aforementioned second authentication portion 12 per-
forms user authentication based on an instruction issued from
a controller 14 in the case in which the authentication by the
first authentication apparatus 3 could not be established.

The processing execution portion 13 has a function of
executing a user’s processing instruction issued from the
processing instruction issuing apparatus 2 based on an
instruction of the controller 14. In this embodiment, the pro-
cessing execution portion 13 can execute various processing
including, for example, print processing, copy processing,
scan-transmission processing (processing of transmitting
image data of an original document read with a reader (not
shown) via an email or the like), scan-to-file processing (pro-
cessing of storing image data of an original document read
with a reader (not shown) in a box or the like), facsimile
(FAX) transmission processing, received document transfer-
ring processing, received document print processing, per-
sonal box document operation processing, and personal set
information change processing.

The controller 14 includes a CPU, aROM and a RAM, and
generally controls the entire MFP 1. For example, the con-
troller 14 transmits an authentication processing activation
instruction to the first authentication apparatus 3 together
with necessary user information when a processing instruc-
tion is transmitted by a user from the processing instruction
issuing apparatus 2. Furthermore, receiving a processing
execution authorization judgment result (i.e., authentication
result) from the first authentication apparatus 3, the controller
14 makes the recording portion 11 record the authentication
result and also makes the processing execution portion 13
execute the processing. In this case, in the event that the
authentication result of the first authentication apparatus 3
cannot be recorded in the recording portion 11 due to over-
flowed recording capacity of the recording portion 11 or
another reason, the controller 14 makes the processing execu-
tion portion 13 execute the processing with processing func-
tions further restricted as compared with the case in which an
authentication result can be recorded.

Furthermore, in cases where the authentication by the first
authentication apparatus 3 cannot be established due to a
failure of the second network 5 or another reason, the con-
troller 14 switches to the second authentication portion 12 to
execute the authentication, and makes the recording portion
11 record the authentication result therein. In this case, the
controller 14 makes the processing execution portion 13
execute with processing functions further restricted as com-
pared with the case in which authentication was performed by
the first authentication apparatus 3. However, in cases where
the authentication result by the second authentication portion
12 cannot be recorded in the recording portion 11, the con-
troller 14 makes the processing execution portion 13 execute
with processing functions much further restricted. These
functional restrictions will be detailed.
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The processing instruction issuing apparatus 2 is a user
terminal, such as a personal computer, to use the MFP 1, and
is connected to the MFP 1 via a first-network 4. As the first
network 4, a LAN can be exemplified.

The aforementioned first authentication apparatus 3 is an
authentication server connected to the MFP 1 via a second
network 5, and judges whether processing execution can be
authorized based on previously registered authorized limits of
each user upon receipt of authentication processing activation
instruction from the MFP 1. As the second network 5, an
external LAN can be exemplified.

FIG. 2 shows an authorization table showing the autho-
rized limits of each user registered in the first authentication
apparatus 3. In this table, every user name, “Department
name, and Discrimination between an employee and a tem-
porary employee,” “Password,” “Internal password,” “E-mail
address” are written, and contents of restricted processing of
each function areregistered. For example, as for auser “a,” no
upper limit is set on each of print, copy, scan-to-file, E-mail
and FAX functions. On the other hand, as for a user “c,”
20-sheet upper limit is set on each of print and copy functions,
but non-authorization is set on each of scan-to-file, E-mail
and FAX functions.

In cases where authentication has been established by the
first authentication apparatus 3 and the authentication result
can be recorded in the recording portion 11 of the MFP 1, the
use of the MFP 1 will be authorized within the authorized
limits set in the Table shown in FIG. 2, and an instruction of
a user will be processed by the processing execution portion
13.

In cases where the authentication result established by the
first authentication apparatus 3 cannot be recorded due to an
overflowed recording capacity of the recording portion 11 or
another reason, the controller 14 issues an authorization to the
user with further functional restrictions added to the autho-
rized limits set in the authorization table shown in FIG. 2.
Examples of such further functional restrictions include:

(1) prohibition of changing personal information;

(2) prohibition of operating personal box documents;

(3) decreased upper limit of authorized number of prints
(limited usable time);

(4) limitation from color to monochrome;

(5) limitation to local usage only (i.e., prohibition of usages
using a network, such as scan transmission, FAX transmis-
sion, transfer of received documents, print of received
documents); and

(6) change of limitation contents depending on user types
such as a discrimination between an employee and a tem-
porary employee.

Conversion tables for deciding concrete authorized limits
are shown in FIG. 3.

In the conversion tables shown in FIG. 3, every function,
the contents of each table are classified depending on a dis-
crimination between an employee and a temporary employee,
and additional restrictions are added to the authorized limits
authorized by the first authentication apparatus 3. For
example, in cases where an employee user issues a printer
processing instruction, the instruction is authorized by the
first authentication apparatus 3 referring to the authorization
table shown in FIG. 2 and then an authorized result that
authorization is given with no limitation is transmitted, when
the result cannot be recorded in the recording portion 11,
authorization will be given with a limitation of 100 sheets or
less by referring the item of “FUNCTION (shown as “double
circle” in FIG. 3): Print; TARGET: Employee; FIRST
AUTHENTICATION RESULT: Authorized (no limitation).”
Furthermore, in cases where an employee user is authorized
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to print 50 sheets or less, 10 sheets or less by the first authen-
tication apparatus 3, authorization will be given with a limi-
tation of 30 sheets or less or 5 sheets or less respectively. As
for a temporary employee or other functions other than the
print function, additional restrictions are added in the same
manner as mentioned above.

The authorized limits of each user after the conversion
using the conversion table shown in FIG. 3 can be summa-
rized as shown in FIG. 4. It is understood that functional
restrictions are added and therefore the authorized limits
became narrower as compared with the authorized limits
shown in FIG. 2.

As explained above, by restricting the authorized limits in
cases where the authentication result by the first authentica-
tion apparatus 3 cannot be recorded in the recording portion
11, it becomes possible to secure the usability of the MFP 1
while preventing deterioration of the security due to the
record failure of the authentication result, which in turn
enhances the convenience for a user.

Next, functional restrictions to be added when the authen-
tication by the first authentication apparatus 3 cannot be
established due to a certain reason such as a failure of the
second network 5 will be explained. In this case, as mentioned
above, the user authentication will be executed by the second
authentication portion 12 in place of the first authentication
portion 3, and the authentication result will be recorded in the
recording portion 11.

The user authentication by the second authentication por-
tion 12 is executed based on a past user authentication result
recorded in the recording portion 11.

FIG. 5 shows a history table recorded in the recording
portion 11. For example, in the case of a user “a,” as for a print
function “authorized (no upper limit)” is recorded, and as for
the other functions “no history” is recorded. Furthermore, in
the case of a user “b,” as for each function of print, copy and
scan-to-file “authorized (no upper limit)” is recorded. As for
E-mail “authorized (10 sheets or less)” is recorded, and as for
FAX “authorized (20 sheets or less)” is recorded. Such his-
tory can be overwritten every time a user authentication is
executed. Alternatively, the data of the history can be used at
the time of authentication by accumulating and analyzing it.

In the case of the user authentication by the second authen-
tication portion 12, user usage authorization is issued by
further adding functional restrictions to the authentication
result shown in the history table shown in FIG. 5. An example
of'a conversion table for deciding the authorized limits at this
time is shown in FIG. 6.

In the conversion table shown in FIG. 6, every function, the
contents of each table is classified depending on a discrimi-
nation between an employee and a temporary employee, and
additional restrictions are added depending on the history
shown in FIG. 5. For example, in cases where the history of
the print processing by an employee user is “authorized (not
limit),” an authorization with a limit of 50 sheets or less is
issued by referring the Item of “FUNCTION: print; TAR-
GET: employee; HISTORY: authorized (no limit)” in the
conversion table shown in FIG. 6. Furthermore, in cases
where an employee user was authorized to print with a limit of
50 sheets or less and 10 sheets or less in the history, the
employee user will be authorized to print with a limit of 20
sheets or less and 5 sheets or less respectively. As for a
temporary employee or other functions other than the print
function, additional restrictions are added in the same manner
as mentioned above.

The authorized limits of each user after the conversion
using the conversion table shown in FIG. 6 can be summa-
rized as shown in FIG. 7. It is understood that functional

25

30

40

45

55

8

restrictions are added and therefore the authorized limits
became narrower as compared with the authorized limits
shown in FIG. 4.

In cases where the authentication result cannot be recorded
after the authentication by the second authentication portion
12 due to a certain reason such as an overflowed recording
capacity of the recording portion 11, the controller 14 will
issue authorization to the user with further functional limita-
tions added to the authorized limits set in the authorization
table shown in FIG. 6 based on the authentication result
shown in the history table shown in FIG. 5.

In an example shown in the conversion table in FIG. 8, in
cases where the printer processing history of an employee
user shows “authorized (not limit),” authorization with a limit
of “30 sheets or less” is issued to the employee user with
reference to the Item of “FUNCTION: Print, TARGET:
Employee, HISTORY: Authorized (no limit)” in the conver-
sion table. On the other hand, in cases where the printer
processing history of the employee user shows “50 sheets or
less” and “10 sheets or less,” authorization with a limit of <5
sheets or less” and “Unauthorized (0 sheet)” is issued to the
employee user respectively. As for a temporary employee and
other functions other than the print function, additional
restrictions are added in the same manner as mentioned
above.

The authorized limits of each user after the conversion
using the conversion table shown in FIG. 8 can be summa-
rized as shown in FIG. 9. It is understood that functional
restrictions are added and therefore the authorized limits
became narrower as compared with the authorized limits
shown in FIG. 7.

Now, the operation of the MFP 1 in the image forming
system shown in FIG. 1 will be explained with reference to
the flowchart shown in FIG. 10 showing the contents of the
processing executed by the controller 14. The processing is
performed by a CPU in the controller 14 by executing the
program stored in a ROM or another recording medium. In
the following explanation and drawings, Step will be abbre-
viated as “S.”

InFIG. 10, at S101, receiving a processing instruction from
the processing instruction issuing apparatus 2, the controller
14 of the MFP 1 issues an authentication processing activa-
tion instruction to the first authentication apparatus 3 to con-
firm whether the user is authorized to execute the processing.

At S102, the controller 14 waits for a processing execution
authorization judgment result (authentication result) from the
first authentication apparatus 3. If the processing execution
authorization judgment result is received (“Received” at
S102), the routine proceeds to S103. When the waiting time
for receiving the processing execution authorization judg-
ment result is up (“timeout” at S102), the routine proceeds to
S109.

At S103, the controller 14 discriminates whether the pro-
cessing execution authorization judgment result by the first
authentication apparatus 3 has been recorded in the recording
portion 11. If the processing execution authorization judg-
ment result has been recorded in the recording portion 11
(“Completion of record” at S103), the routine proceeds to
S104. However, if the processing execution authorization
judgment result cannot be recorded in the recording portion
11 (“Failure of record” at S103), the routine proceeds to S107.

At 8104, it is discriminated whether the processing execu-
tion authorization judgment result from the first authentica-
tion apparatus 3 is affirmative, i.e., “authorized.” If the pro-
cessing execution authorization judgment result from the first
authentication apparatus 3 is affirmative, i.e., “authorized”
(“authorized” at S104), at S105, the controller 14 makes the
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processing execution portion 13 execute the processing
instructed by the user. In this case, the processing is executed
within the authorized limits shown in FIG. 2. After the
completion of the processing, at S106, the controller 14 noti-
fies the processing instruction issuing apparatus 2 of the pro-
cessing execution completion, and the routine terminates.

If the processing execution authorization judgment result
from the first authentication apparatus 3 is negative, i.e.,
“unauthorized” (“unauthorized” at S104). at S104, at S108,
the controller 14 notifies the processing instruction issuing
apparatus 2 of the negative result of the processing execution
authorization judgment, and the routine terminates.

At S107, since the processing execution authorization
judgment result cannot be recorded in the recording portion
11, it is discriminated whether it is possible to authorize
within the authorized limits shown in FIG. 4 in which further
functional restrictions are added to the authorized limits of
the first authentication apparatus 3. If it is discriminated that
it is possible to authorize within the authorized limits with
further functional restrictions added (“‘authorized” at S107),
the routine proceeds to S105. After the completion of the
processing by the processing execution portion 13, at S106,
completion of the processing execution is notified to the
processing instruction issuing apparatus 2 and the routine
terminates. If the processing execution cannot be authorized
within the functional restrictions (“unauthorized” at S107),
the routine proceeds to S108. After the notification of the
negative result of the processing execution authorization
judgment to the processing instruction issuing apparatus 2,
the routine terminates.

At 8109, since the authentication at the first authentication
apparatus 3 has not been established, the controller 14 of the
MFP 1 makes the second authentication apparatus 12 execute
the authentication processing. In this authentication process-
ing by the second authentication portion 12, further func-
tional restrictions are added with reference to the conversion
table shown in FIG. 6 based on the record of the authentica-
tion result (processing execution authorization judgment
result) shown in FIG. 5 and recorded in the recording portion
11, and it is discriminated whether the processing execution
can be authorized within the authorized limits shown in FIG.
7.

At S110, it is discriminated whether the processing execu-
tion authorization judgment result by the second authentica-
tion portion 12 has been recorded in the recording portion 11.
If the recording of the processing execution authorization
judgment result by the second authentication portion 12 in the
recording portion 11 has been completed (“completion of
record” at S110), the routine proceeds to S111. To the con-
trary, if the recording of the processing execution authoriza-
tion judgment result in the recording portion 11 has been
failed (“failure of record” at S110), the routine proceeds to
S112.

At S111, the controller 14 discriminates the processing
execution authorization judgment result from the second
authentication portion 12 (whether authorized or not). If the
processing execution authorization judgment result is affir-
mative, i.e., “authorized” (“authorized” at S111), the routine
proceeds to S105. After making the processing execution
portion 13 execute the processing, at S106, the notification of
completion of the processing is notified to the processing
instruction issuing apparatus 2, the routine terminates. To the
contrary, if the processing execution authorization judgment
result is negative, i.e., “unauthorized” (“unauthorized” at
S111), the routine proceeds to S108. After the notification of
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negative result of the processing execution judgment to the
processing instruction issuing apparatus 2, the routine termi-
nates.

At 8112, since the second processing execution authoriza-
tion judgment result cannot be recorded in the recording
portion 11, it is discriminated whether it is possible to autho-
rize within the authorized limits shown in FIG. 9 in which
further functional restrictions are added to the authorized
limits shown in FIG. 7 of the second authentication apparatus
12. If it is discriminated that it is possible to authorize within
the authorized limits (“authorized” at S112), the routine pro-
ceeds to S105. After the completion of the processing by the
processing execution portion 13, at S106, completion of the
processing is notified to the processing instruction issuing
apparatus 2, and the routine terminates. If the processing
cannot be authorized (“unauthorized” at S112), the routine
proceeds to S108. After the notification of the negative result
of the processing execution authorization judgment to the
processing instruction issuing apparatus 2, the routine termi-
nates.

Next, the authentication processing flow at the first authen-
tication apparatus 3 will be explained with reference to the
flowchart shown in FIG. 11. The authentication processing is
activated by receiving a user name, a password, a department
name, an internal password, an E-mail address, processing
contents, etc., from the MFP 1.

In FIG. 11, at S201, it is discriminated whether it is pos-
sible to execute the authentication processing depending on
whether the inputted user name and password coincide with
the user name and password stored. If the user name and
password match and therefore it is discriminated that it is
possible to execute the authentication processing (“matched
password” in S201), the routine proceeds to S202. To the
contrary, if the use name and password does not match (“mis-
matched password” in S201) and therefore it is impossible to
execute the authentication processing, the routine proceeds to
S204.

At S202, it is discriminated whether the contents of the
processing instruction by the user are within the authorized
limits of the authorization table shown in FIG. 2. If the pro-
cessing contents fall within the authorized limits shown in the
authorization table (“authorized” at S202), at S203, a notice
of the authorization is given to the MFP 1, and the routine
terminates. However, if the processing contents do not fall
within the authorized limits shown in the authorization table
(“unauthorized” at S202), the routine proceeds to S204 and a
notice of the negative judgment of the authorization is given
to the MFP 1. Then, the routine terminates.

Next, the flow of the authentication processing at the sec-
ond authentication portion 12 will be explained with refer-
ence to the flowchart shown in FIG. 12.

In FIG. 12, at S301, it is discriminated whether it is pos-
sible to execute the authentication processing depending on
whether the inputted user name and password coincide with
the user name and password stored. If the user name and
password match and therefore it is discriminated that it is
possible to execute the authentication processing (“matched
password” in S301), the routine proceeds to S302. To the
contrary, if the use name and password does not match (“mis-
matched password” in S301) and therefore it is impossible to
execute the authentication processing, the routine proceeds to
S304.

At S302, it is discriminated whether the contents of the
processing are within the authorized limits shown in FIG. 7
based on the record recorded in the recording portion 11. If
the processing contents fall within the authorized limits (“au-
thorized” at S302), at S303, a notice of the authorization is
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given to the controller 14, and the routine terminates. How-
ever, if the processing contents do not fall within the autho-
rized limits (“unauthorized” at S302), the routine proceeds to
S304 and a notice of the negative judgment of the authoriza-
tion is given to the controller 14. Then, the routine terminates.

As explained above, in this embodiment, by classifying the
situation into: (a) the case in which it is authorized at the first
authentication apparatus 3 and the authentication result can
be recorded in the recording portion 11; (b) the case in which
it is authorized at the first authentication apparatus 3 but the
authentication result cannot be recorded in the recording por-
tion 11; (¢) the case in which it is authorized at the second
authentication portion 12 and the authentication result can be
recorded in the recording portion 11; and (d) the case in which
it is authorized in the second authentication apparatus 3 but
the authentication result cannot be recorded in the recording
portion 11, functional restrictions are tightened stepwise to
narrow the authorized limits. This is a result of a consider-
ation of a balance between assurance of security and usage of
auser since the security level deteriorates stepwise every case
mentioned above. By admitting the use of a user while keep-
ing the security, the convenience of a user is secured while
avoiding an occurrence of unusable situations of the MFP 1.

Although an embodiment of the present invention is
explained, the present invention is not limited to the above.
For example, in the aforementioned embodiment, although
authentication at the second authentication portion 12 is
required when authentication cannot be established at the first
authentication portion 3, it can be configured such that the
first authentication portion and the second authentication por-
tion can be selectively used.

In this case, for example, in the case of user authentication
for performing the processing by the MFP 1 under an external
LAN environment, functional restrictions can be more tight-
ened as compared with the user authentication for performing
the processing by the MFP 1 under an internal LAN environ-
ment. Alternatively, authentication at the first authentication
portion can be performed under an encryption environment
and authentication at the second authentication portion can be
performed under a non-encryption environment, and func-
tional restrictions can be tightened in cases where authenti-
cation is performed under an encryption environment.

Furthermore, in the above embodiment, although the pro-
cessing instruction is made by a user from the processing
instruction issuing apparatus 2 via the network 4, it can be
performed at an operation panel or the like of the MFP 1
(instruction processing apparatus).

Both the aforementioned first authentication portion 3 and
the second authentication portion 12 can be provided outside
the MFP (instruction processing apparatus) 1 or inside
thereof.

While the present invention may be embodied in many
different forms, a number of illustrative embodiments are
described herein with the understanding that the present dis-
closure is to be considered as providing examples of the
principles of the invention and such examples are not
intended to limit the invention to preferred embodiments
described herein and/or illustrated herein.

While illustrative embodiments of the invention have been
described herein, the present invention is not limited to the
various preferred embodiments described herein, but
includes any and all embodiments having equivalent ele-
ments, modifications, omissions, combinations (e.g., of
aspects across various embodiments), adaptations and/or
alterations as would be appreciated by those in the art based
on the present disclosure. The limitations in the claims are to
be interpreted broadly based on the language employed in the
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claims and not limited to examples described in the present
specification or during the prosecution of the application,
which examples are to be construed as non-exclusive. For
example, in the present disclosure, the term “preferably” is
non-exclusive and means “preferably, but not limited to.” In
this disclosure and during the prosecution of this application,
means-plus-function or step-plus-function limitations will
only be employed where for a specific claim limitation all of
the following conditions are present in that limitation: a)
“means for” or “step for” is expressly recited; b) a corre-
sponding function is expressly recited; and ¢) structure, mate-
rial or acts that support that structure are not recited. In this
disclosure and during the prosecution of this application, the
terminology “present invention” or “invention” may be used
as a reference to one or more aspect within the present dis-
closure. The language present invention or invention should
not be improperly interpreted as an identification of critical-
ity, should not be improperly interpreted as applying across
all aspects or embodiments (i.e., it should be understood that
the present invention has a number of aspects and embodi-
ments), and should not be improperly interpreted as limiting
the scope of the application or claims. In this disclosure and
during the prosecution of this application, the terminology
“embodiment” can be used to describe any aspect, feature,
process or step, any combination thereof, and/or any portion
thereof, etc. In some examples, various embodiments may
include overlapping features. In this disclosure and during the
prosecution of this case, the following abbreviated terminol-
ogy may be employed: “e.g.” which means “for example;”
and “NB” which means “note well.”

What is claimed is:

1. An authentication system for an instruction processing

apparatus, the authentication system comprising:
a computing device for performing user authentication
using user authentication information at the time of
using the instruction processing apparatus;
the instruction processing apparatus comprising a proces-
sor to execute performing user authentication using the
user authentication information at the time of using the
instruction processing apparatus;
a controller configured to:
add first restrictions implemented by the computing
device to processing functions of the instruction pro-
cessing apparatus when the computing device per-
formed the user authentication;

add further restrictions, in addition to the first restric-
tions implemented by the computing device, to pro-
cessing functions of the instruction processing appa-
ratus when the user authentication was not executed
by the computing device, but was executed by the
processor; and

prohibit a user from using the processing functions of
the instruction processing apparatus unless the user is
authenticated by either the computing device or the
processor; and

a recording portion configured to record an authentication
result, wherein the controller is configured to add restric-
tions to the processing functions of the instruction pro-
cessing apparatus based on a determination of whether
or not an authentication result by the computing device
or the processor can be recorded in the recording por-
tion;

wherein the instruction processing apparatus is an image
forming apparatus.

2. An image forming apparatus, comprising:

a controller including a central processing unit, the con-
troller configured to:
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add first restrictions implemented by a first authentica-
tion portion to processing functions of the image
forming apparatus when the first authentication por-
tion performed user authentication using user authen-
tication information at the time of using the image
forming apparatus;
add further restrictions, in addition to the first restric-
tions implemented by the first authentication portion,
to processing functions of the image forming appara-
tus when the user authentication was not performed
by the first authentication portion, but was performed
by a second authentication portion using the user
authentication information; and
prohibit a user from using the processing functions of
the image forming apparatus unless the user is authen-
ticated by either the first authentication portion or the
second authentication portion; and
a recording portion configured to record an authentication
result, wherein the controller is configured to add restric-
tions to the processing functions of the instruction pro-
cessing apparatus based on a determination of whether
or not an authentication result by the first or the second
authentication portion can be recorded in the recording
portion.
3. The image forming apparatus as recited in claim 2,
wherein at least either the first authentication portion or the
second authentication portion is provided.
4. The image forming apparatus as recited in claim 2,
wherein the controller adds restrictions to processing on at
least one of functions including a copy function, a print func-
tion and a scan function.
5. An authentication control method, comprising the steps
of:
discriminating which of a first authentication portion and a
second authentication portion performed authentication
using user authentication information at the time of use
of an instruction processing apparatus by a user;

adding first restrictions implemented by the first authenti-
cation portion to processing functions of the instruction
processing apparatus when the first authentication por-
tion performed the user authentication using the user
authentication information;

adding further restrictions, in addition to the first restric-

tions implemented by the first authentication portion, to
processing functions of the instruction processing appa-
ratus when the user authentication was not executed by
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the first authentication portion, but was executed by the
second authentication portion using the user authentica-
tion information;

prohibiting a user from using the processing functions of

the instruction processing apparatus unless the user is
authenticated by either the first authentication portion or
the second authentication portion; and
adding restrictions to processing functions of the instruc-
tion processing apparatus based on a determination of
whether or not an authentication result of the first
authentication portion or the second authentication por-
tion can be recorded in a recording portion.
6. The authentication control method as recited in claim 5,
wherein restrictions are added to processing on at least one of
functions including a copy function, a print function and scan
function.
7. An authentication control program having a set of
instructions embodied in a non-transitory computer readable
storage medium to cause a computer execute steps compris-
ing:
discriminating which of a first authentication portion and a
second authentication portion performed authentication
using user authentication information at the time of use
of an instruction processing apparatus by a user;

adding first restrictions implemented by the first authenti-
cation portion using the user authentication information
to processing functions of the instruction processing
apparatus when the first authentication portion per-
formed the user authentication;

adding further restrictions, in addition to the first restric-

tions implemented by the first authentication portion, to
processing functions of the instruction processing appa-
ratus when the user authentication was not executed by
the first authentication portion, but was executed by the
second authentication portion using the user authentica-
tion information;

prohibiting a user from using the processing functions of

the instruction processing apparatus unless the user is
authenticated by either the first authentication portion or
the second authentication portion; and

adding restrictions to the processing functions of the

instruction processing apparatus based on a determina-
tion of whether or not an authentication result of the first
authentication portion or the second authentication por-
tion can be recorded in a recording portion.
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